
Infrastructure Management

Transit VPC | Egress/Ingress Controller

Audit Logs

+ Panorama

Centralized Compliance Ops
SecOps Automation 
Container/App Scanning
SIEM (via GCP Native Monitoring)
Inventory/Asset Management
ConMon and Reporting

Change Management 
Ticketing, Incident Response

Endpoint Security, AV, HIPS
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ThreatAlert GSS: Security Operations

VM Provisioning Automation
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Storage (in GCS)

Centralized Monitoring 
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Centralized Service Accounts
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Hosted ISV: App Production VPC

CI/CD Testing: Validate
Terraform IaC & GKE 
Configurations

Google IAP

Google Cloud Platform & Native Services
Physical Security and Infrastructure-as-a-Service (IaaS)
Cloud Logging - Log Management with Storage, Search, Analysis and Alerting
Cloud Storage and Event Monitoring (CPU, Compute, Storage, Events, etc.)
Load Balancing (HTTP and HTTPS)
Storage - Google Cloud Storage Highly Durable Object Store
Privileged User Access with Identity-Aware Proxy (IAP) 

Hosted ISV: Pre-Prod/Staging VPC
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